6. Neither the Consortium nor any of the Members shall assign or transfer its right to access the Service to any other institution, organisation or person. (…)

8. IOP's online journals and their content, including abstracts, are either owned by IOP or IOP has the right to make them available and are subject to all applicable copyright, database protection and other rights of copyright owners and publishers under the laws of England and other countries. Authorised Users shall claim no ownership by reason of their use of or access to the Service. ALL RIGHTS RESERVED.

SCHEDULE 1: IOP STANDARD TERMS AND CONDITIONS

Authorised Users

1. In these terms and conditions, the term "Authorised Users" shall mean:

   (…)

   1.2 (if a Member is an educational institution) its employees, faculty (permanent, temporary and visiting), students officially affiliated with the Institution, guest scientists, persons with legal access to the library's facilities using one of the IP addresses, and contract staff (permanent or temporary). Authorised Users include persons affiliated with remote sites or campuses of the Member in the same country as the Member and/or persons affiliated with the Member who are studying or researching overseas at sites or campuses of a third party institution on a temporary basis.

   For the avoidance of doubt, walk in users shall only be entitled to access the Service whilst on the Member's premises and shall lose this access upon departure. In addition, such persons shall be excluded from all remote access privileges.

Access to the Service

2. Where a Member wishes to allow the Authorised Users to access the Service from terminals or work stations at locations other than the site addresses supplied to IOP, this may be done via public access, caching and proxy servers, or some other recognized authentication system such as VPN or Shibboleth, provided that the Authorised Users access the Service through the IP addresses and provided further that the Member has adequate security measures in place to ensure that only Authorised Users access the Service via the applicable method.

3. Access extends only to Authorised Users individually and may not be transferred or extended to others. The Consortium and the Members shall take all reasonable measures to ensure that only Authorised Users can use the Service and shall ensure that Authorised Users are made aware of and understand the restrictions and prohibitions on use set out in these terms and conditions and that they abide by them. The Consortium and the Members shall also exercise vigilance and be responsible for all display and access controls, including security measures, necessary to ensure that the Service is only accessible by Authorised Users. The Consortium and the Members shall make every effort to
enforce these terms and conditions on receiving information that reasonably indicates that they are being violated.

4. Authorised Users may access, download, store, search and print hard copy of text. Copying must be limited to making a single printed copy or electronic copies of a reasonable number of individual articles, chapters or other similar items.

5. No text accessed via the Service may be made available to non-Authorised Users, either for commercial reward or free of charge, except that for inter-library loan purposes a single paper copy of an electronic original may be made and sent non-digitally to a library in the same country as the Member under fair dealing/use exemptions. In addition, for inter-library loan purposes a Member may make a single paper copy of an electronic original available to a library in the same country by secure transmission whereby that electronic file is deleted immediately after printing. Such supply must be for the purpose of research or private study and not for commercial use or onward transmission or distribution. (…)

7. Access is granted to Authorised Users of educational institutions solely for private study or research for a noncommercial purpose by Authorised Users. Such Authorised Users may use the Service for educational resources, such as "course packs", made available solely to Authorised Users, provided that electronic copies included in such educational resources are removed or deleted at the end of the semester or term in which the relevant course ends. Such Authorised Users may also make brief quotations from the content of the Journals, with the customary acknowledgement of the source, and copy and transmit content from individual online articles in "person-to-person" and non-systematic scholarly exchanges of information.

8. The Members and Authorised Users may only use this online access in a way that does not breach the laws of the country in which they are accessing the Service.

9. Altering, recompiling, systematic or programmatic copying, reselling, redistributing, supplying, publishing or republishing (beyond the brief quotations permitted above) of any Journal text, output, search results or other information from any part of the Service, including, without limitation, copyright, proprietary or other legal notices, in any form or medium is prohibited. Downloading an entire issue of a Journal; systematic downloading, service bureau redistribution services; printing for a for-fee-service purpose; document delivery services and/or the systematic making of print or electronic copies for transmission to non-Authorised Users (beyond that permitted above) are prohibited.

(…)